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Abstract
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opportunities to optimize energy consumption. We also introduce an analysis of the delay to obtain the sensing
data from the sensor network. This analysis provides an insight into the time scales supported by our platform,
and also allows to study the delay for different data center topologies. Finally, we exemplify some capabilities of
the system with a real deployment.
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Abstract. Data centers are large energy consumers and a substantial portion of
this power consumption is due to the control of physical parameters, which bring
the need of high efficiency environmental control systems. In this work, we de-
scribe a hardware sensing platform specifically tailored to collect physical pa-
rameters (temperature, pressure, humidity and power consumption) in large data
centers. This platform is an important enabler to find opportunities to optimize
energy consumption. We also introduce an analysis of the delay to obtain the
sensing data from the sensor network. This analysis provides an insight into the
time scales supported by our platform, and also allows to study the delay for
different data center topologies. Finally, we exemplify some capabilities of the
system with a real deployment.

1 Introduction

Data center’s large power consumption justifies a special attention to the design of en-
ergy efficient data centers. Power usage effectiveness (PUE) has become the metric to
measure data center efficiency. It measures how much of the total energy consumed is
really spent on IT work other than on facility’s overhead, like lightning, cooling and
power distribution, and it is given by: PUE = (IT Equipment Energy + Facility Over-
head) / Energy IT Equipment Energy. It is desirable to measure it with a high spatial
and temporal granularity, so that the PUE metric is as accurate as possible and to en-
able better understanding of the power consumption distribution in the data center. This
better understanding may lead to great reductions through e.g. better load balancing,
power distribution, or reduced air conditioning usage [1].

To have a full picture of the data center environment, it is important to collect air
pressure, temperature, humidity and power consumption data at a high granularity (in
time and space). The relevance of collecting these parameters is discussed in the next
paragraphs.

In a typical data center, IT equipment is organized into rows, with a cold aisle in
front, where cold air enters the equipment racks, and a hot aisle in back, where hot
air is exhausted. Computer-Room Air Conditioners (CRACs) are commissioned to cy-
cle the air, by pushing the cold air and returning the hot air to be cooled again. The
CRAC systems are responsible for a big share of the facility overhead energy, and in
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order to achieve a more uniform thermal profile, special effort must be given on air-
flow distribution, by preventing cold and hot air from mixing and by eliminating any
hot-spots. Better understanding of the airflow can be addressed by placing pressure and
temperature sensors.

By measuring the local pressure, it is possible to estimate the speed and direction of
the airflow between the sensed points and possibly identify unwanted mixtures or flow
bottlenecks, as shown in [2]. It can also be used for workload-balancing among servers
like in [3], where the patented application describes a system that uses a load balancer to
shift tasks among servers based on their particular cooling needs, which is related to air
pressure drop across the server. With fine grained temperature measurement it becomes
easy to localize hot-spots, and by crossing this with pressure data, a better picture of the
airflow can be taken, leading to better tuned CRAC systems.

Another important environmental parameter is the local humidity. Higher relative
humidity decreases the chances of static electrical discharges that can damage the IT
equipment and, at the same time, increases the heat transfer from the server to the
cooling airflow. But too much water particles in the air reduces the lifetime of the IT
equipment and increases the chance of water condensation at the cold aisles, which is
not desirable. Several entities, such as the American Society of Heating, Refrigerating
& Air-Conditioning Engineers (ASHRAE), provide guidelines with allowed and rec-
ommended values of relative humidity, as well as for dry bulb temperature, maximum
dew point, maximum elevation and maximum rate of temperature changes, as seen in
[4].

We present a sensing platform for collection of temperature, pressure, humidity
and local power consumption (at rack or even server level). The development of the
platform was centered on the specific application scenario of energy optimization in
large data centers, focusing on high resolution sensing: several sensing points per rack,
sampled at sub-seconds time intervals. Evidently, for such system to be practical, cost
is an important factor to consider.

With such deployment, our system architecture resembles to the Internet of Things
(IoT) paradigm, where a common goal is pursued through the cooperation of Smart
Objects (SO) [5]. According to [6] SO’s are "autonomous physical/digital objects aug-
mented with sensing/actuating, processing, storing and networking capabilities.” In our
case, each rack (SO), provides access to processed data from its embedded sensor net-
work, as a contribution to the overall goal of achieving high energy efficient IT rooms
and data centers.

The midleware has essential role for this goal. As mentioned in [7], it provides
general and specific abstractions, to allow building up complete software structures.
Some generic midleware infrastructures were proposed, as in [8] for example. Ours was
suited to the data-center context, more specifically to provide means for data-logging,
visualization tools, alarm monitors, feedback data for the CRAC systems, or any other
application that can be developed in the future. We addressed the developed midleware
solution in our previous work at [9], which is not in the scope of this work.

In this paper we will detail the design of the sensor network platform and develop
an analysis of the time to obtain the sensing data from the nodes. This is done in order
to study the time scales supported by our platform, and also allows to study the delay



for different data center topologies. We also exemplify some capabilities of the system
with a real deployment.

2 Related Work

Green data centers have received considerable attention in recent research literature.
Some recent approaches rely on building software models through a joint coordination
of cooling and load management [10, 11], or by formulating an energy minimization
problem, subject to service delay and Quality of Service (QoS) constraints. In this class
it is worth to mention dynamic voltage scaling [12, 13] and on/off power management
schemes [14] — [16]. The complexity of data center airflow and heat transfer is com-
pounded by each data center facility having its own unique layout, so achieving a gen-
eral model is difficult [17]. For example, in [10], authors stress that their model has
several parameters that need to be determined for specific applications.

Given such models, acquiring real-time data at a fine enough spatial and temporal
resolution becomes an important topic, as this data can be used to validate models and
keep their inputs updated at run-time. Nevertheless, this problem poses new challenges
and research issues concerning the type, number and placement of sensors [17].

Some works [18, 19] pushed in the direction of deploying wireless sensor nodes and
monitor the thermal distribution, to figure out how to avoid hot-spots and overheating
conditions. We differ from such approaches in the sense that we want very fine-grained
(in space and time) gathering of power and environmental parameters, including phys-
ical quantities other than temperature. Using a mixed wire/wireless solution, [18] ob-
tained a average one-round collection time of approximately 6 seconds for 50 nodes.
They also deployed 694 sensor nodes in a data-center, reading every cluster of 4 at most
at every 30 seconds. In this work ([18]), for every cluster there was a wireless station
and nodes where powered via USB, which makes the system dependent on having a
powered USB port available (this might be a problem, since the server to where the
node is connected to cannot be powered off, for example). A pure wireless solution was
presented in [19], where it was reported a deployment of 107 battery powered wireless
nodes, taking 3 seconds to sample all of them (not considering data losses). The experi-
ment only lasted for 35 days before the battery had to be replaced, which is not practical
for large, long-lived deployments.

Our proposed system is based on a hierarchical, modular, flexible and fine-grained
sensor network architecture, where data is collected from heterogeneous sensors (in-
cluding power), placed in each rack. The analysis of their inter-correlations will enable
closer examination and a better understanding of the flow and temperature dynamics
within each data center [20]. To our knowledge, no previous work enables correlating
power and environment characteristics on a per rack or per-server granularity with such
temporal resolution.

Multiple long-wavelength infrared image sensors can be used to capture thermal
maps of an environment [21]. While thermal cameras are an interesting approach, we
find that they suffer from several practical issues: (i) the current cost of thermal cameras
is substantial, and, due to field-of-view limitations (data centers are typically organized
in narrow rows), a high number of them should be required to cover a data center;



(ii) mapping the view of the camera with the infrastructure being monitored is more
challenging than relying on point sensors, and it is especially difficult to manage when
changes are made to the layout of the data center (e.g., addition/removal of servers
and racks), and (iii) by using cameras, the quantitative data analysis would need to be
provided by computer vision, which is feasible, but requires a very specific tuning for
each scenario and equipment. However, as claimed also by authors in [22], our system
has provisions to support thermal image sensors as a smart sensor that can provide
temperature field readings with a configurable resolution.

Another approach commonly used is to make measurements thorughout the data
center manually, or using mobile robots to automate this task [23]. This approach does
not enable practical high-resolution real-time monitoring of the data center as our sys-
tem does.

3 Overview

The proposed sensor network architecture is a combination of wired and wireless tech-
nologies, designed to achieve high spatio-temporal resolution of data center rooms,
keeping system’s flexibility and modularity, with a low latency and low cost.

Our system is designed to cover the data center first by a short range bus that covers
the communication needs inside each rack, a longer range bus that covers each row in
the data center and then wireless communication is used to gather the data from the
entire data center room. Four different types of devices cover each of these levels (rack,
row and room): (i) Sensing Units sense the physical parameters (temperature, pressure,
humidity, and power) in each rack, then (ii) Sensor Nodes collect the sensing data for
the entire rack, and (iii) Wireless Base Stations (WBSs), collect data from several Sensor
Nodes in a row, as represented in Figure 1. Finally, (iv) Gateways collect data from all
of the WBSs in a data center room.

Starting at the lower level, our sensor network consists of two different types of
Sensing Units: (a) a small passive sensing unit for measuring environmental quantities,
with at most one temperature, one humidity and one pressure digital sensor, and (b)
a power metering unit with real, active, and reactive power measurement capabilities,
as presented in Figure 1 by SU-E and SU-P respectively. The environmental Sensing
Units can be manufactured according to the sensing and cost needs, by having any
combination of sensors on it, what is represented by the three different shapes. Both
sensing units deliver data to the next level in the hierarchy, through a wired short range
bus (I2C), projected to cover only one rack of servers (back and front).

At the next level, the Sensor Node is responsible to collect the data of all the Sensing
Units attached to it and possibly to perform simple data aggregation and sensor fusion
before delivering it to the next level in the hierarchy using a longer range wired bus
(MODBUS).

WBSs are responsible for querying the Sensor Nodes within their respective cluster,
and again perform data aggregation, sensor fusion and data analysis. They communi-
cate then with devices at the next level in the hierarchy to deliver the relevant data.
Gateways then provide the data gathered from the sensor network to the data distri-
bution system in a standard format. From this point on, sensing data is published at
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a publish/subscribe middleware that distributes the acquired data to different applica-
tions, where each of them will use such information with different proposes (alarms,
data logging, visualization, etc).

Each Sensor Node can be connected up to 52 temperature sensors, 54 power meters,
14 pressure sensors and 14 humidity sensors. The following section describes in more
detail each of the system components.

4 Platform Details

Well-known protocols, network architectures and of-the-shelf electronic components
had to be chosen to compose the system, considering that the final objective was to



build a fully functional, industry ready, sensor network with very low cost. Besides the
architecture, the technology chosen to implement the network is described below.

4.1 Sensing Unit

With the popularization of two-wire I2C buses on motherboards, cellphones and on gen-
eral embedded systems, many companies are nowadays developing sensors with digital
12C output, by embedding the micro-mechanical sensor, signal amplifiers, analogue to
digital converters, memory and a I2C front end to manage with the communication on
the bus. These Systems-on-Chip enable high accuracy and reliability measurements,
since this decreases the probability of data corruption due to any external interference.
It also prevents calibration issues found on pure-analogue sensors measurements, since
digital sensors are factory calibrated and digitally compensated. Due to these reasons,
12C sensors were used to connect the several sensing units.

Some limitations of I2C buses had to be overcome to make its usage practical in
this application. First, buffers had to be added as an interface between the 12C bus lines
and every circuit board attached to it, in order to allow the I2C to operate over longer
distances, by increasing the robustness of the logic signals of the standard I2C buses.
Second, switches had to be added to every Sensing Unit on the bus in order to allow the
usage of more than one sensor with non-configurable addresses, making it accessible
from the main bus.

Figure 2(b) depicts one Sensing Units with temperature, humidity and pressure sen-
sors. The temperature sensor used is a low cost and low power device with 1.5°C accu-
racy, maximum resolution of 0.0625°C and minimum and maximum conversion times
between 27.5 and 300ms. The humidity sensor has 1.8%RH accuracy, with maximum
0.04%RH resolution and minimum and maximum conversion times between 3 and
29ms, both the temperature and humidity sensors suitable for the application, where the
focus are in changes in major scales according to the ASHARE guidelines [4], which
specifies a range of dew points between 5.5°C (for 60%RH) and 15°C. The pressure
sensor ranges from 300 to 1100hPa, with an accuracy of +-1hPa typical and 0.03hPa of
resolution with minimum and maximum conversion times between 3 and 25.5ms, also
suitable for the application, where typical pressure variation values inside data center’s
are in greater orders of magnitude, as seen in [2].

The Power Meter Sensing Unit is composed by a dedicated chip which interfaces
with the power line, and provide real, reactive, and apparent power measurements to
the embedded computational unit, which is responsible for interfacing with the I2C bus
as a slave, and to deliver such information to the master, at the next level.

To both Sensing Units, the power is carried into the same cable as the 12C data, and
locally converted from 5 to 3.3V by a low-drop LDO converter, for more stable and
lower ripple power supply for the sensors, which are sensitive to such variations.

4.2 Sensor Nodes

A Sensor Node is a communication/computation enabled device, physically linked over
the I12C bus (also trough buffers) to a number of Sensing Units. The Sensor Nodes gather



the data from the Sensing Units and, in turn, answer to data requests from the WBS.
Figure 2(a) depicts a Sensor Node.

To keep cost and complexity low at this tier of the network architecture, the Sensor
Nodes communicate with one Wireless Base Station (WBS) over a bus, e.g., using a
RS485/MODBUS technology [24]. In particular, the WBS node acts as a local coordi-
nator and master of the bus.

The Sensor Node is also composed by: (i) six analogue inputs suited for current
measurement, connected to external current transducers attached to the power lines, as a
cheap and simple alternative for basic current measurement; (ii) two I2C buffered ports
through one switch, responsible for duplicating the bus capacity in terms of addressable
devices, and enabling a better mechanical placement for cables to go to the back and
front of a rack, and (iii) one RS485 port for the MODBUS.

The power supply for the Sensor Nodes is carried by a twisted pair cable, along with
the MODBUS data, in another pair. At every Sensor Node, a high efficiency DC-DC
step down converter, converts from 48 to 5V for the local supply. This is an impor-
tant feature as it reduces the number of cables that connect to each node, facilitating
installation of the devices.

4.3 Wireless Base Stations (WBSs)

The WBS is directly connected to a power source and supplies power through a twisted
pair cable to all the Sensor Nodes in that bus. In all the nodes on this bus, the voltage
is locally converted to lower values by a step-down switched power supply for a higher
system efficiency. Wires running in the same cable form a serial data bus (MODBUS
over a RS485 connection) that interconnects the Sensor Nodes.

The WBS is based on the same printed circuit board as the Sensor Node, missing
the sensors interfaces, and with some extra components, like one external non-volatile
ferrite random access memory (FRAM), used as a buffer and for diagnosing the system
in cases of failures or power cuts (by keeping the last operational state). The WBS also
includes a real-time clock used for time stamping the data packets.

The WBSs act as IEEE 802.15.4 cluster heads and are connected with each other in
amesh topology. A common Gateway is in charge of gathering measurements and send-
ing them over long range communication technology (e.g., WiFi, Ethernet). In terms of
HW platforms, the WBS node will be the same platform as a generic Sensor Node,
with an on-board ZigBee radio. Thus, each Sensor Node can become a WBS with min-
imal modifications, i.e., just by plugging the wireless module and uploading a different
firmware.

4.4 Gateways

The sensor network can have one or more Gateways. Gateways maintain representations
of the data flows from the sensor network to the data distribution system. They perform
the necessary adaptation of the data received from the WSN. The gateways can be
deployed as one per room serving all the rows of racks in that room; more gateways can
also be deployed to improve radio coverage, for load-balancing or for redundancy.



5 Delay Analysis

When performing deployments of our system, we need to answer questions related to
how the network should be deployed (for example, we can choose how many sensing
points should we deploy per WBS) and what is the impact of this in the performance
of the network. To answer such questions we have developed an analysis of the time
to transmit sensor data. This analysis also shows that our system can exhibit very low
delays in the presence of a large number of sensing points.

This analysis enables us to study the communication delay as we add Sensor Nodes
to the network. We consider that each Sensor Node added has N,_g, Sensing Units
attached to it, where each Sensing unit has three 16 bit sensors. For every Ng,_,ps
Sensor Nodes added to the network, one WBS has to be added also. The total number
of Sensor Nodes is defined as Nj,. Clearly, these parameters (Ny,_g, and Ng,_,ps) are
defined according to the topology of the deployment and of the data center room.

5.1 Calculating the Response Time

The response time R required to collect data from all the sensors is given by adding
together the time to transmit all the wireless requests to all WBS (#.,) and also the
corresponding replies (t,.p), as given by Equation (1).

R = (treg +1rep) (D

The time to transmit all requests is computed by the sum of the time required to
transmit a request to each WBS (there are | NNX" | WBS:s in the network) with the

sn—wbs

worst-case blocking time, B,,;, is given by Equation (2).

treg = ’VNNM -‘ X (twtx(Swreq) +me) (2)
sn—wbs
where the tW,x(SW,eq) is the time to transmit a request packet in the wireless 802.15.4
network including all protocol overhead for a packet with S, bits of payload, and
will be defined later. B,,;, is a constant given by the longest data transaction over the
MODBUS, which corresponds to the largest task to be executed by the WBS in a non
preemptive system.
The time to transmit all replies is given by Equation (3) as follows:

Ssd

mwp

trep = (L(Nmsn X Nsn) X J + 1) X twtx(Smwp) 3

where Sy, is the size of the sensor data to be transmitted by each Sensor Unit and
Smwp 18 maximum wireless data payload, after accounting for all protocols headers.
twix (Smwp) is the time to transmit a packet in the wireless IEEE 802.15.4 network with
the maximum possible payload (mwp bits) and will be defined in Section 5.2.



5.2 Calculating the Wireless Transmission time

The reasoning applied to calculating the wireless transmission time (#,,(S)) is similar
to the one found in [25,26] when analyzing the maximum theoretical throughput of
a non-beacon enabled IEEE 802.15.4. The time to send a IEEE 802.15.4 packet with
payload size of S bits if given by:

twtx(S) = T;'b + tppdu (S) + Tack + 7—;'fs (4)

where Tj;, is the initial back-off period, which depends on the parameter macMinBE,
and, by default, macMinBE = 3, resulting in Tj; = 1120 ws). The time to transmit the
PHY protocol data unit (ppdu) with a payload size of S bits is denoted by ,,4.(S).
The time to transmit an acknowledgment is defined as Tk = Tuckppdu + Trx = 544 Us
since it must include the time to send the acknowledgment packet (T,cxppau = 352 s
as defined in the standard [27]) and the time for the transceiver to switch from receive
to transmit (7}, = 192 us is the maximum value defined in [27], and this is the value
found in the 802.15.4 transceivers employed [28]). The inter-frame spacing (IFS), T,
is set to the value of the long IFS defined by the standard, 640 s (actually, this is only
used when the size of the MAC protocol data unit (MPDU) to be sent is above or equal
to 18 bytes [27]).
The time to transmit the ppdu with a payload of size S bits, can be defined as:

Tppdu (S) = (Shdr + Szbee +S5+ Sftr) X Tpit )

where Sy, is the sum of the sizes of the synchronization header (SHR), PHY header
(PHR) and MAC header (MHR; from [27]: Ssgr = 40; Spar = 8; Syar = 56 bits). The
size of the ZigBee protocol headers is S_pe, = 41 * 8 bits, and the size of the MAC footer
is Sf; = 16 bits. The time to transmit one bit is Tp; = 4 (s (for a data rate of 250 kbps).

5.3 Delay Results

Instantiating the response time given by Equation (1) results in Figure 3(a) and 3(b). For
these calculations, we have used S,,.., = 16 bits (a request with a two-byte identifier)
and S, = 576 bits (the maximum IEEE 802.15.4 payload minus the overhead defined
in Equation (5)).

With Figure 3(a), we analyzed the impact of adding SN to the network with varying
Nsu—sn. As expected, the increase in the delay is linearly proportional to the Ny, on the
network, when keeping Ny,_,ps constant. The higher the Ng,_,, higher is the slope.
This is expected because the amount data is constantly added as we added SU, however
there is a more pronounced increase in response time whenever a WBS is added. In this
case, at every 20 SN’s added, a higher step is expected due to the overhead of adding
wireless links to the network.

Figure 3(b) now shows the case where Ny, _g, is fixed, and we vary Ny, over Ny, _pps-
With smaller Ny,_,»s, the response time increases very pronouncedly. For example, if
there is only one SN per WBS, for every SN added to the network, one more wireless
link will be added, causing significant increase in the response time. By increasing
Nsu—wos, this effect decreases very rapidly also.
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Fig. 3. Network Response Time For Different Possible Configuration Scenarios

Figures 4(a) and 4(b) present another aspect related to the network topology, which
must be considered when designing the network. The horizontal line in both plots shows
the time to gather the data from all Sensor Nodes attached to the WSB (20 Sensor
Nodes in Figure 4(a), and 250 in Figure 4(b)). The way the network is designed, if one
implements a network with Ny, below the intersection between the horizontal line and
the response time, the wireless communication cycle of the WBS will be faster than the
communication cycle on the MODBUS. Thus, the WBS would repeatedly transmit data
from previous communication cycles. Ny, .55 should be set such that the lines intersect
at the desired Ny,. Something that can be easily found, given the analysis presented in
this section.

In Figures 4(a) and 4(b), we can see a stepped behavior of the response time, with
the growth of the Ng,. One step happens at each 6 x Ng,_g,. The reason for this step
is that, as we add Sensor Nodes, there is the need for and extra packet to be sent (the
length of the packet and number of packets needed depends on Nj,_g, and also on the
maximum payload mwp). In this scenario, the sensor data for the 7th Sensor Nodes fits
in the same number of packets, and thus the delay does not increase. A bigger step is
given at every Ny, _,»s, due to the overhead of adding one WBS more.
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6 Data Center Visualization

The deployment of the described system in the data center enables interesting oppor-
tunities to have better insight into the data center conditions. In this section we will
briefly provide some data from a real deployment. This data was selected for its rele-
vance in showing different aspects of the data center conditions that are enabled by the
deployment.

The deployment in this section was performed in a data center room owned by the
largest telecommunications operator in Portugal. All racks were fitted with two tem-
perature sensors in the front and two temperature sensors in the back. Per row, sensors
with additional humidity and pressure sensors were deployed such that the row had
three racks (at the top, end, and middle of the row) with such sensors.

Previously, data center operators add a few options to gather such pictures of the
data center conditions (e.g thermal cameras or mobile robots), as discussed in the Re-
lated Work Section. We claim that our systems enables high-resolution and real-time
monitoring of the data center. Something not available in practical systems to date. Our
system enables real-time maps temperature, pressure and humidity. These maps are use-
ful to have a detailed picture of the data center conditions. Because the information is
collected in real-time, automated control of the data center physical conditions can be
enabled.

6.1 Real-Time Thermal Profiling

To illustrate the maps enabled by our tool and to better demonstrate and exploit the
capabilities and improvements that our tool can bring the data center management, we
have chosen to depict the thermal map of one representative row, as shown in Figure 5.
By analysing Figure 5, it is possible to see the cold air concentration at the bottom
of the racks. It happens because the cold air comes from the perforated tiles on the floor,
and due to its higher density, compared to the hot air, it stays at the floor level. Enough
pressure drop from the bottom to the top of the racks would be required in order to
guarantee the cold air flow till the air intake of the server on the top of the racks.
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Fig. 5. Heat Map of One Data Center Row

In more detail Figure 5, shows that on the top region, the intake temperature is
around 26° C, which is much higher than the cooled air temperature, which is around
17° C. This is also explained by some air recirculation of hot air from the hot aisle
(with higher pressure) to the cold aisle. Therefore, the upper servers receive a mixture
of hot and cold air, with an intermediate temperature between its output and the cold air
temperature.

It is also possible to notice how the temperature at the bottom of the racks gradually
rises on the last four racks of the row (to the right). Correlating this with the pressure
data, it is possible to notice that the pressure drop between both extremes is not equally
distributed, explaining why the cold air does not reach well the last four racks of the
row.

Regarding the back side of the row, at the hot aisle, we can clearly see how the
air output temperature is correlated with the input air temperature. The colder the air
at the input, colder the output flow. Despite this, the workload can also significantly
interfere on the heat transfer to the air. One example can be observed at racks 12 and
13, that, even having low temperatures at the air intake at the bottom of the rack, the
output temperature raised much more, compared with the neighboring racks. This is
a very common effect in heterogeneous data centers, harboring different types of ma-
chines, with different powers. Different heat outputs can also be found when workload
moves between machines, for example due to workload management in a virtualized
infrastructure.

Modifications and Discussion An intervention was made to the row displayed in Fig-
ure 5 in order to improve the temperature distribution. The intervention consisted in
manually adjusting the perforated tiles located in the cold aisle of the row. Figure 6,
presents the average temperature of some selected racks in the row, and allows us to
see the evolution of the temperature during that intervention, which took place around
5SPM. We can see that the adjustments momentarily caused the temperature to rise, to
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Fig. 6. Temperature of a row during perforated tiles adjustments.

then stabilize to a value slightly higher than before the intervention. With this interven-
tion, the temperature distribution in the row became much more homogeneous, and the
set point of air conditioning system could be increased, bringing direct savings. It is
important to note that the data presented in Figure 6 are provided directly by the moni-
toring tool developed, and facilitates the observation of how the data center conditions
evolve throughout time.

All of the described issues found in this scenario are commonly found in data centers
all over the world. In this case, small changes have brought a more homogeneous heat
distribution. A second step, with a minor investment, could be to install curtains on the
top of the racks, and on its extremity. It could prevent the mixture of cold and hot air,
leading to a even better heat distribution and specially, minimizing the waste of energy
due to the mixtures. The servers on the top would be directly impacted by this change,
by receiving colder air on its intake, contributing to a better distribution. The PUE of
the data center can be dramatically decreased with such simple actions.

Similar heat maps can be also obtained from the entire room with its view from the
top, possibly presenting any of the different sensors types and position, grouped in any
way. Even more, a 3D representation could be done, by using heat transfer models to
estimate the surroundings of the measured point with improved accuracy. This models
could include input parameters like rack or server instant power consumption, and tem-
perature, humidity and pressure at the air input and output. Externally, this data could be
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correlated with the instantaneous workload of every server, allowing work reallocation
to minimize hot spots, for example.

With such representations in real-time, the data center manager can have a new
representation of the operational condition of it. Local actuation can be done without
the need of data exchanges between higher and lower levels of the network, by having
a SN locally acting on an automated perforated tile.

These actions could be supervised by WBS's due to its better overall picture of the
row. It could have some influence over the individual control parameters on every SN
for a more general control.

6.2 Real-Time Power Profiling

The system developed can also be used to collect real-time data about the power being
consumed in the data center. Power data can be collected by power circuit in each rack,
or even per server, when the cost is justified.

We took advantage of this feature see if the workload a typical modern server influ-
ences the physical parameters measured by our system in a significant way and if this
change can happen fast (with, for example, power). This can justify automated local
actuation in the data center, and thus elicit the need for real-time data collection.



We deployed sensors around a rack server used for a virtualized infrastructure, in
a way similar to a normal data center deployment. We have then measured how the
temperature and current consumption varied in time and with changing server workload.

Figure (7) shows the power trace when the workload of the server changes almost
instantaneously from an idle state to 100% utilization. This change is reflected almost
immediately in the power consumption as seen in the figure. This measurement incurs
in the delay bounded by the Equation (1). While much slower, we can see that the
temperature also increases significantly as a result of this workload increase. However,
it takes about 11 minutes to go up to the maximum of 44°C.

Then, we have increased the utilization if steps of 25% from 0% to 100%. In Fig-
ure 7(b) it is possible to see these steps reflected in the current consumed by the server.
For the current, the first step presented a rise of 40% over the background consumption,
while the following steps rise 20% approximately, showing that the power consumption
and temperature have significant variations even for workloads much lower than 100%.

To conclude, we verify that a physical parameter measured (power) does change
very fast. The temperature, while being significantly slower still exhibits a large varia-
tion over time.

7 Conclusions

We have presented a platform for acquiring the physical parameters of a data center.
This platform was developed as a mix of wired and wireless communicating nodes,
such that it can enable flexible monitoring of the data center at a very high temporal
and spatial resolution of the sensor measurements, while keeping the cost per sensing
point very low. Compared to previous work, we enable much higher sensing resolution
(several sensing points per rack, sampled at sub-second frequency), maintaining cost
low and ease of installation.

We also presented an analysis of the delay of our system. This analysis enabled
us to study the communication delay as we add Sensor Nodes to the network, and has
shown that our system can exhibit very low delays in the presence of a large number
of sensing points. This analysis also allows to try different network deployments and
check the trade off between different topologies (described by parameters Nj,_g, and
Nsn—wpbs ) and the resulting delay.

Our experiments have exemplified the data that can be collected by the system and
that the physical parameters measured by the system are impacted directly and in a dy-
namic way by the workload of the servers. Acquiring physical parameters at a very high
resolution is important to find opportunities to optimize energy consumption, minimize
local hot-spots, achieve more accurate predictive maintenance, perform more accurate
billing, and it also enables very fast response to changes in the measured parameters,
including automated actuation.
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